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The Responsible Jewellery Council
The Responsible Jewellery Council (RJC) is a not-for-profit organisation founded in 2005 with the following mission:

To advance responsible ethical, social and environmental practices,  
which respect human rights, throughout the diamond and  

gold jewellery supply chain, from mine to retail.

About this Handbook 

This Handbook provides an overview of the Responsible Jewellery Council system and the requirements 
for achieving certification.

This is a ‘living document’ and the RJC reserves the right to revise this Handbook based on implementation 
experience and emerging good practice. The version posted on the RJC website supersedes all other versions.  
To verify this document is current, please visit: www.responsiblejewellery.com 

Disclaimer

no guarantee, warranty or representation is made as to the accuracy or completeness of the RJC CoC Certification 
Handbook and other documents or information sources referenced in the RJC CoC Certification Handbook. 
Compliance with the RJC CoC Certification Handbook is not intended to, nor does it replace, contravene or 
otherwise alter the requirements of any applicable national, state or local governmental statutes, laws, regulations, 
ordinances, or other requirements. 

please note this RJC CoC Certification Handbook gives general guidance only and should not be regarded as a 
complete and authoritative statement on the subject matter contained herein.

Compliance with the RJC CoC Certification Handbook is entirely voluntary and is neither intended to, nor does  
it create, establish, or recognise any legally enforceable obligations or rights against the RJC and/or its Members  
or signatories. non-members shall have no legal cause of action against the RJC and/or its Members or signatories 
for failure to comply with the RJC CoC Certification Handbook.

Inquiries or feedback

The RJC welcomes feedback on this Guidance. please contact the Responsible Jewellery Council by email, 
telephone or post:

email: info@responsiblejewellery.com 

Telephone: +44 (0)20 7836 6376

Fax: +44 (0)20 7240 5150

Responsible Jewellery Council

First Floor

Dudley House

34-38 southampton street

london

UK wC2e 7HF

UniTeD KinGDoM

The Responsible Jewellery Council is the trading name of the Council for Responsible Jewellery Practices Ltd.  
The Council for Responsible Jewellery Practices Ltd, First Floor, Dudley House, 34-38 Southampton Street, London, UK, WC2E 7HF.  
The Council for Responsible Jewellery Practices Ltd is registered in England and Wales with company number 05449042.
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RJC Chain-of-Custody (CoC) Certification

1. Responsible Jewellery Council (RJC) Certifications

with the development of RJC Chain-of-Custody (CoC) Certification, the RJC will offer two complementary forms 
of assurance for the jewellery supply chain. 

Table 1 summarises key aspects of the two RJC programs: RJC Member Certification and RJC Chain-of-Custody 
Certification.

Table 1 – Comparison of RJC’s Standards and assurance programs

Features RJC Member Certification RJC Chain-of-Custody (CoC) Certification

Voluntary? RJC Membership is voluntary. 

RJC Commercial Members must achieve  
Member Certification within 2 years,  
as a condition of membership.

participation by RJC Members is voluntary and 
is not a requirement of RJC Membership. 

entities seeking RJC CoC Certification must be 
RJC Members, or under the Control of an RJC 
Member, to support the Council’s mission of 
responsible business practices.

Applicable 
Standard

RJC Code of practices.

Published 2009, see  
www.responsiblejewellery.com

RJC Chain-of-Custody standard.

Published 2012, see  
www.responsiblejewellery.com 

Guidance for 
Implementation

RJC Certification Handbook, standards Guidance, 
Assessment workbook and Manual. 

Published 2009, see  
www.responsiblejewellery.com

RJC Chain-of-Custody Certification Handbook, 
Assessment Toolkit.

Published 2012, see  
www.responsiblejewellery.com

Requirement  
for third-party 
auditing

every 3 years if no Major non-Conformances, or 
after 1 year if any Major non-Conformances found. 

Certification Audit followed by surveillance  
Audit within 12-18 months if no Major non- 
Conformances. Re-certification every 3 years.

Resulting Claim RJC Certified Member: Member conforms with the 
RJC Code of practices, the RJC’s standard for 
responsible business practices.

RJC Chain-of-Custody Certified Member/entity: 
CoC Certified entity has verified systems in 
place for custody and/or supply of responsibly 
sourced Jewellery Materials.

Chain-of-Custody Material: Material comes 
from responsible sources in accordance with the 
RJC CoC standard. 

RJC Role – 
common to  
both programs 

•	 standards development, guidance and training.
•	 Auditor accreditation and training.
•	 Administration of Accredited Auditor recommendations for Certification.
•	 Maintenance of public website on Certification status and related information.
•	 Administration of policies and rules for use of RJC logo.
•	 Complaints mechanism.
•	 Governance of Members, including disciplinary proceedings if required.

2. CoC Certification – Key documents and tools

The RJC uses the following document hierarchy for its Certification programs.

ForMs AND ToolkITs

GUIDANCE

sTANDArDs

MIssIoN

Figure 1 – RJC Document Hierarchy
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To support the RJC CoC Certification program, the following documents will be publicly available:

•	 CoC Certification Handbook: overview of CoC Certification and how to achieve it (G003_2012, this document);

•	 CoC standard: The verifiable requirements which businesses need to meet to achieve CoC certification (s002_2012);

•	 CoC standards Guidance: Further guidance for businesses on how to implement the CoC standard (G004_2012);

•	 CoC Assessment Toolkit: CoC Assessment questions and instructions for businesses and auditors (T008_2012);

CoC Certification also builds on the RJC’s existing systems for auditor accreditation and training, the current 
verification model outlined in the RJC Assessment Manual (2009), and the RJC Complaints Mechanism (2012). 

3. Roles of the RJC, Members and Auditors 

The RJC, its Members and Accredited Auditors all play distinct roles in the certification process. in summary:

•	 The RJC is responsible for operating and updating RJC Certification programs.

•	 entities seeking CoC Certification are responsible for operating their businesses in conformance with the CoC standard. 

•	 Accredited Auditors are responsible for verifying whether an entity’s systems are in conformance with the  
CoC standard and making a recommendation on certification.

4. Certification Steps

a. CoC Certification Scope

CoC Certification is open to RJC Members and/or entities under their Control. The CoC Certification scope is 
defined by the Member/entity seeking CoC Certification and must include:

•	 All Facilities under the Control of the Member that the Member/entity intends to use for the extraction, 
processing, manufacturing, storage, handling, shipping and receiving, and marketing of CoC Material; and

•	 All outsourcing Contractors that the Member/entity intends to use for the processing and manufacturing of  
CoC Material; and

•	 The types of CoC Material (Gold, and/or platinum Group Metals) to be included in the Certification scope; and

•	 The types of eligible Material (Material in the form of Mined, Recycled and/or Grandfathered), if any, for which 
the Member/entity intends to issue eligible Material Declarations.

Unlike RJC Member Certification, the CoC Certification scope does not need to cover all those parts of a 
Member’s business that actively contribute to the Gold and/or platinum Group Metals Jewellery supply chain.  
As shown in Figure 2, the Certification scope for Members against the Code of practices, and the Certification 
scope for the entities under the Chain of Custody standard, may be different from each other. 

For example, an RJC Member may choose to only seek CoC Certification for some mines or manufacturing 
facilities under their Control and within their RJC Member Certification scope. 

Head office

Subsidiary 2

Facility 2

Subsidiary 1

Facility 1

Outsourcing 
Contractor

Entity Certification Scope, 
Chain of Custody

RJC Member Certification 
Scope, Code of Practices

Figure 2 – Example of how an Entity’s Certification Scope for Chain of Custody can differ from a Member’s 
Certification Scope for the Code of Practices. 
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The CoC Certification scope also needs to identify which types of Material the entity wishes to handle under the 
CoC standard and whether eligible Material Declarations will be made. The types of eligible and/or CoC Materials 
are Gold and platinum Group Metals (platinum, palladium and Rhodium) that are one of the following:

•	 Mined: produced under responsible mining practices, as defined by the RJC Code of practices or a comparable 
standard recognised by the RJC, or by AsM on an entity’s concession under an initiative supporting 
professionalisation and formalisation of AsM, or Mining byproduct declared by a CoC Certified Refiner,  
and Conflict-Free as demonstrated by Due Diligence.

•	 Recycled: from Recyclable Materials sourced from suppliers screened according to Know your Customer 
requirements to avoid illegitimate sources.

•	 Grandfathered: historical stocks with records that demonstrate they were produced before 1 January 2012.

•	 Mix of Mined, Recycled and/or Grandfathered: to accommodate bulk-commodity chain-of-custody models. 

Note: Materials currently outside the RJC’s scope, such as other metals in alloys, plating or coatings, leather,  
or other precious stones, are not covered under the CoC standard.

b. Harmonisation with other audits and initiatives

The RJC’s CoC standard is designed to harmonise with other standards and initiatives wherever possible. The 
following table summarises current relevant initiatives which share common issues and subjects with RJC’s CoC 
standard. The version below is current at the time of publication – check for updates on standards harmonisation 
at www.responsiblejewellery.com/standards-development/chain-of-custody 

Related initiative How it relates to RJC Chain-of-Custody Certification

eiCC smelter/Refiner Validation

www.eicc.info/extractives.htm 

Refiners that are listed on the current eiCC Validated Refiners list will have 
this taken into account for RJC CoC Certification. specifically, current eiCC 
Validation is considered substantially equivalent to RJC CoC standard 10 
‘Conflict-sensitive sourcing ’and so CoC 10.1, 10.2 and 10.4 will not 
require re-auditing for the RJC Certification and/or surveillance Audit.

london bullion Market Association (lbMA) 
Responsible Gold Guidance 

www.lbma.org.uk

RJC CoC Certification can be used to support implementation of the lbMA 
Responsible Gold Guidance by providing a mechanism for an independent 
third-party audit of a Refiner’s supply chain due diligence. To meet the 
lbMA’s requirement for an annual audit review, Refiners can request 2 
surveillance Audits instead of 1 under the RJC CoC standard, with a full 
audit every 3 years as per the CoC Certification period.

For lbMA Good Delivery listed Refiners who have already been audited for 
compliance with the lbMA Responsible Gold Guidance, this will be taken 
into account for RJC CoC Certification. specifically, a non-RJC audit that 
meets the requirements of the lbMA Responsible Gold Guidance and was 
carried out within the previous 12 months is considered substantially 
equivalent to RJC CoC standard 10 ‘Conflict-sensitive sourcing’. in this 
case, CoC 10.1, 10.2, and 10.4 will not require re-auditing for the RJC 
Certification and/or surveillance Audit.

world Gold Council Conflict-Free and 
Chain-of-Custody standards 

www.gold.org/

Due diligence carried out by mining companies in accordance with the 
world Gold Council Conflict-Free standard can be used as objective 
evidence for the Due Diligence requirements of the RJC CoC standard 4.2 
under ‘eligible Mined Materials’. 

Refiners sourcing from mining companies who have implemented the 
world Gold Council Conflict-Free and Chain-of-Custody standards can use 
this as objective evidence for compliance of that supplier/material with RJC 
CoC standard 10.4 under ‘Conflict-sensitive sourcing’.
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oeCD Due Diligence Guidance for Responsible 
supply Chains of Minerals from Conflict-
Affected and High-Risk Areas

www.oecd.org/document/36/0,3746,
en_2649_34889_44307940_1_1_1_1,00.html

The RJC CoC standard can be used to support implementation of the 
oeCD Due Diligence Guidance, including, for example: 

•	 CoC Certification can provide upstream companies with assurance of 
appropriate due diligence in accordance with the oeCD Guidance. 

•	 Refiners in particular can use CoC Certification as an independent 
third-party audit of their due diligence practices in alignment with step 4 
of the Guidance. The RJC’s Accredited Auditors meet the competence 
requirements of step 4. 

•	 Downstream companies may elect to use CoC Certification as an audit 
of their due diligence practices, and to identify conflict-free sources of 
CoC gold with chain-of-custody information. 

The RJC also supports implementation of Appendix 1 of the oeCD Gold 
supplement via its support for formalisation and professionalisation 
initiatives for AsM in the RJC Code of practices and the CoC standard. The 
RJC will publish CoC Certification information to assist the due diligence 
practices of all participants in the gold supply chain.

businesses which are implementing the oeCD Guidance can document 
their policies, systems and processes as objective evidence for the RJC CoC 
Certification and/or surveillance Audit.

section 1502 of the Dodd-Frank Act The RJC CoC standard requires CoC Transfer Documents for mined 
material to include a Conflict-Free warranty and identify the country of 
origin. if any Mined Gold originated in or was transported through the DRC 
and Adjoining Countries, any subsequent CoC Transfer Document for that 
gold must identify the country/ies of origin, along with the Refiner/s. 
similarly the inclusion of any Recycled, Mining byproduct or Grandfathered 
Gold is identified in the CoC Transfer Documents. This requirement has 
been included in the RJC CoC standard to support downstream companies 
who need to issue a “Conflict Minerals Disclosure” or “Conflict Minerals 
Report” under the Dodd-Frank Act. 

The Dodd-Frank Act also requires an independent audit of the “Conflict 
Minerals Report”. The audit would constitute a critical component of the 
issuer’s due diligence in establishing the source and chain of custody of the 
gold, or provide assurance that it came from recycled or scrap sources. The 
CoC standard would facilitate the fulfilment of this requirement through the 
evidence provided by CoC Transfer Documents, issued by entities that have 
themselves been independently audited through RJC CoC Certification.

sourcing from artisanal producers who operate 
under another formal standard

The RJC CoC standard aims to support RJC Members wishing to source 
Materials that are the product of responsible mining. while the RJC Code of 
practices is open to application by artisanal and small-scale mining (AsM) 
producers, there are several development-focused standards that have been 
designed to support the particular challenges of the AsM sector.  The RJC 
CoC standard thus provides scope for the RJC to formally recognise 
comparable mining standards (see 4.1c). The RJC would undertake a formal, 
technical review, in cooperation with the other standard setting 
organisations to the extent possible, to identify the comparability of the 
other standard with the RJC Code of practices. Material from a ‘Recognised 
Responsible Mining standard’ could be tracked under RJC’s CoC standard in 
combination with other CoC Materials.

sourcing from artisanal producers operating  
on my concession

CoC provision 4.1d regarding on-concession sourcing provides another 
avenue for AsM-produced Materials to enter the legitimate supply chain, 
while ensuring a certain threshold of practices. RJC Members with Mining 
Facilities may source from AsM operating on their concessions can do so 
under the RJC CoC standard, if they:

ensure the sourcing takes place within the context of provision 2.14 of the 
RJC Code of practices on professionalisation and formalisation of AsM; 

put in place controls designed to ensure that the Mined Material is a 
product of AsM operating on site and not elsewhere as part of the 
conflict-related Due Diligence process.

Using a proprietary brand of product which  
has a chain-of-custody

RJC CoC Certification can be used as a tool to support branding programs 
and provide independent, third-party assurance of chain-of-custody claims.

other? if you have a question about an initiative not listed here, please contact the 
RJC at standards@responsiblejewellery.com 
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c. Preparing for RJC CoC Certification 

Members are encouraged, but are not required, to conduct a self assessment of their systems against the 
standard, prior to the Certification Audit. A CoC Assessment Toolkit will be published for businesses and Auditors 
to use for self assessments and verification. The RJC will also provide training and support to assist businesses with 
implementation of the standard.

d. Certification Audit

The Certification Audit provides the independent, third party verification that the necessary systems for managing 
chain-of-custody are in place, even though no CoC Material can have yet been declared. The Audit needs to cover 
all applicable provisions in the standard at all Facilities in the Certification scope, taking into account any applicable 
equivalencies. However a sampling of Facilities is allowed at the Auditor’s discretion, where there are common 
management systems applied in similar contexts. CoC Certification can be granted by the RJC on the basis of the 
results of the Certification Audit. The Certification period is three (3) years, after which another Certification Audit 
is required to maintain CoC Certification. if Major non-Conformances are found, the entity is not eligible for CoC 
Certification. 

if during the Certification period the Member/entity wishes to add Facilities, outsourcing Contractors, types of 
Materials to the Certification scope, or intention to issue eligible Material Declarations, a Certification Audit will  
be required for the added elements. The dates of the original Certification period will however continue to apply. 
Depending on the structure of its business, the Member could also seek CoC Certification for a separate entity 
under its Control, for which a separate Certification period would apply. 

e. Surveillance Audit

A surveillance Audit must be conducted within 12-18 months following the granting of CoC Certification. The 
surveillance Audit verifies that internal systems are operating in conformance with the standard, and includes  
a check of samples of CoC Transfer Documents, any claims being made to consumers, and associated records.  
it also verifies progress or completion of any corrective actions for minor non-conformances found during the 
Certification Audit. 

entities that wish to undergo annual audits to meet other compliance obligations can seek two surveillance  
Audits during the Certification period – one at 12 months and one at 24 months. in all cases, renewal of 
Certification will be due after 36 months (3 years).

5. Certification

Certification is granted by the RJC, based on the recommendation of the RJC Accredited Auditor and a  
check that the RJC Member is in good standing with regard to its general commitments of RJC Membership.  
The RJC will assign a unique CoC certification number to each CoC certified entity. public documentation on  
CoC certification status will include the name and CoC certification number of the entity, the list of Facilities 
covered by the certification (the Certification scope), the certification period and the CoC Materials that it  
covers (Gold and/or platinum Group Metals). CoC Certified businesses will be entitled to promote their 
certification status to other parties including final consumers. 
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Table 2 – Summary of Steps to CoC Certification

Steps to Certification Key Activities and Results

Certification Scope Determined by the Member / entity:

•	 All Facilities handling CoC Materials;

•	 Any outsourcing Contractors;

•	 what types of Materials are included;

•	 what types of eligible Material, if any, for which the entity/Member intends to 
issue eligible Material Declarations;

•	 whether eligible Materials are sourced from on-concession AsM.

Self Assessment Recommended but not required.

Certification scope determines which provisions of the standard apply.

Assessment Toolkit will support assessment process. 

Certification Audit entity selects an Accredited Auditor.

Auditor verifies that the entity’s systems are in accordance with the standard.

All applicable provisions are audited at all Facilities in the CoC Certification scope, 
using the verification model outlined in the RJC Assessment Manual.

Corrective Action plans in place for any non-Conformances.

Certification Report from Auditor Report to entity.

Recommendation and summary Report to RJC.

Certification Granted by RJC based on the Auditor’s recommendation.

Auditor Recommendation and Certification details posted on RJC website.

CoC Transfer Documents once certified, the entity may issue CoC Transfer Documents and issue eligible 
Material Declarations if covered in Certification scope.

Surveillance Audit Required 12-18 months after CoC Certification granted.

Monitoring of a sample of CoC provisions by the Auditor to provide assurance that 
the entity continues to conform with the RJC CoC standard. 

Report to entity and summary Report to RJC. 

Re-Certification Audit Due 3 years after CoC Certification granted.

6. Estimate of Audit Time

The RJC Assessment Manual (T001_2009) provides estimates of audit time required in terms of Assessment person 
Days for different sizes and types of businesses under the RJC Code of practices (see Table 4 in that document). 

while the scope of subjects in the CoC standard is narrower than for the Code of practices, internal CoC systems 
will require more detailed verification to assure their integrity. it is thus suggested that the guidance for audit time 
in Table 4 is also relevant for a CoC Certification Audit and one surveillance Audit, combined. 

outsourcing Contractors included in the CoC Certification scope can be considered an ‘Additive Factor’ under 
Table 4 and will result in additional time for the audit. Auditors may take a sampling approach to outsourcing 
Contractors depending on the number of contractors, the type of business and processes, the risk of non-
conformances and the geographical locations. 

To achieve efficiencies, RJC Members have the option of combining Member Certification (against the Code of 
practices) and one of the CoC audits, where this is relevant.
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7. Non-Conformances and Corrective Actions

a. Conformance Ratings

The following conformance ratings are used in the audit for each provision of the standard:

•	 Conformance. The Member’s policies, systems, procedures and processes perform in a manner that is 
conformant with the provision.

•	 Minor Non-Conformance. The Member’s policies, systems, procedures and processes perform in a manner 
that is not wholly in conformance with the provision, due to an isolated lapse of either performance, discipline 
and control which does not lead to a Major non-Conformance.

•	 Major Non-Conformance. The Member’s policies, systems, procedures and processes perform in a manner 
that is not conformant with the provision due to:

 – The total absence of implementation of the provision; or

 – A systemic failure or total lack of required controls; or

 – A group of related, repetitive and persistent Minor non-Conformances indicating inadequate implementation.

•	 Critical Breach. A finding or observation, supported by objective evidence, of deliberate falsification of 
information required to support a conformance rating. 

•	 Not Applicable. The provision cannot be implemented by a Member due to the nature of its business covered 
by the Certification scope. 

b. Results of Conformance Ratings

i. Minor Non-Conformance

Companies with Minor non-Conformances are eligible for CoC certification provided Corrective Action plans are in 
place, approved by the Auditor. These will be subject to verification at the time of the next Audit.  

ii. Major Non-Conformance

if a Major non-Conformance is found during a Certification Audit, the Member shall not be recommended by the 
auditor for CoC Certification. if a Major non-Conformance is found during a surveillance Audit, CoC Certification 
will be suspended. outsourcing Contractors with any Major non-Conformances will be excluded from the scope of 
an entity’s Certification. A company may request another audit at any time, once it has addressed any Major 
non-Conformances. 

iii. Critical Breach

Deliberate falsification of CoC Material, falsification of records for CoC Material, or falsification of information 
provided to auditors will result in a Critical breach. Auditors shall cease any audit activity if a Critical breach is found 
during an audit, and shall immediately notify the Critical breach to the RJC Management Team. Disciplinary 
proceedings will commence (see section 10 below).

8. Training and Support

To assist Members and Accredited Auditors in the implementation of the CoC standard, the RJC will provide 
web-based delivery of information resources and training. where needed, the RJC may also organise additional 
information sessions and workshops. 

The RJC will also investigate opportunities for Members to share best practice case studies and other forms  
of peer support. These may be supported by the RJC and/or individual trade associations, and may include 
workshops, seminars, emailed briefs, inter-Member support and additional online resources.

if there are any questions regarding CoC Certification and support available, contact the RJC Management  
Team for guidance: info@responsiblejewellery.com 
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9. Data Confidentiality

The confidentiality of Members’ commercially sensitive information is a core commitment for the RJC (see RJC 
policies at www.responsiblejewellery.com/about-us/#policies). 

•	 The RJC will receive limited information about a Member in the CoC Certification Recommendation from the 
Accredited Auditor.

•	 Any commercially sensitive information will be kept strictly confidential within the RJC Management Team. 

•	 CoC Certification information published on the RJC website for CoC Certified entities will include the entity’s 
Certification scope, the Certification period, and the Auditor’s Recommendation for CoC Certification.

•	 The identity of outsourcing Contractors which are audited as part of an entity’s Certification scope can be 
withheld from the entity’s CoC Certification information published on the RJC website, at the entity’s or the 
Contractor’s request.

•	 Members should consider requiring Auditors to enter into confidentiality agreements.

10. Complaints and discipline

The RJC Complaints Mechanism (T007_2012) aims to ensure the fair, timely and objective resolution of complaints 
relating to potential non-compliance with the RJC Member Certification system. The scope of the RJC Complaints 
Mechanism document has been updated so that it applies to complaints raised under RJC’s proposed CoC 
Certification initiative.

Disciplinary proceedings may result in loss of CoC Certification for situations where Major non-Conformances  
are identified through investigation. loss of RJC Membership may result in the case of a Critical breach  
(see section 7 of this document) or actions which bring the RJC into disrepute.

11. Labelling and Marketing

Members of the RJC are entitled and encouraged to use the RJC logo. RJC Members are listed on the RJC  
website and details on CoC Certification (if applicable) will be listed alongside RJC Member Certification status. 

CoC Certified businesses receive a Chain-of-Custody (CoC) Certification stamp, where the RJC logo is 
accompanied by the words “Chain-of-Custody Certification”, the responsiblejewellery.com website address and 
the unique certification number for the CoC Certified Member/entity.

The RJC logo and/or CoC Certification stamp may be used in any valid representations about the CoC Certified 
entity. The RJC Rules for Use of Responsible Jewellery Council logo, Trademarks and intellectual property is the 
relevant reference for appropriate use of the RJC logo.

in summary:

•	 RJC CoC Certification enables the RJC logo and/or CoC Certification Stamp/s to be used on or in 
conjunction with CoC Material, according to the rules of the CoC standard. 

•	 non-CoC Certified businesses may purchase CoC Material with the RJC logo and/or CoC stamp/s on or used  
in conjunction with the CoC Material, such as on packaging, but may not change the use of the RJC logo.

•	 RJC Member Certification alone does not entitle Members to use the RJC logo on products. 
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Glossary 
Accredited Auditor An independent, third party person or organisation meeting the RJC’s 

objective selection criteria and accredited to carry out RJC-related audits.

Adjoining Country Defined with reference to section 1502 of the United states’ Dodd-Frank wall 
street Reform and Consumer protection Act as a country that shares an 
internationally recognised border with the Democratic Republic of the Congo, 
and includes Angola, burundi, Central African Republic, Kenya, Republic of 
Congo, Rwanda, south sudan, Tanzania, Uganda and Zambia.

ASM Artisanal and small-scale mining.

Bullion Bank investment banks that function as wholesale suppliers dealing in large 
quantities of refined gold. 

Certification Audit The CoC Certification Audit provides the independent, third party verification 
that Chain-of-Custody Management systems have been implemented to meet 
applicable provisions in the CoC standard.  

Certification Scope see CoC Certification scope. 

Chain-of-Custody The documented sequence of Custody that occurs when CoC Material is 
created by an eligible Material Declaration, and transferred from one Facility 
and/or entity to another along the supply chain through the issuance of a CoC 
Transfer Document. 

Chain-of-Custody (CoC) 
Certification Scope

The CoC Certification scope is defined by the Member/entity seeking CoC 
Certification. it must include: 

1. All Facilities under the Control of the Member that the Member/entity 
intends to use for the extraction, processing, manufacturing, storage, 
handling, shipping and receiving, and marketing of CoC Material; and

2. All outsourcing Contractors that the Member/entity intends to use for the 
processing and manufacturing of CoC Material; and

3. The types of CoC Material (Gold, and/or platinum Group Metals) to be 
included in the Certification scope; and

4. The types of eligible Material, if any, for which the Member/entity intends 
to issue eligible Material Declarations.

Chain-of-Custody (CoC) 
Certified Entity

An entity that is the whole or part of a Member that conforms with the applicable 
parts of the RJC CoC standard, as verified by an RJC Accredited Auditor.

Chain-of-Custody (CoC) 
Material (CoC Gold and/or 
CoC Platinum Group Metals)

Material with an eligible Material Declaration from a CoC Certified  
entity that is transferred in accordance with the RJC CoC standard.  
CoC Material may be one or more of Mined, Recycled, or Grandfathered  
(see Eligible Material definitions).

Chain-of-Custody (CoC) 
Transfer Document

A document showing the information required for a transfer of CoC Material 
to another entity, and issued by a CoC Certified entity in accordance with the 
RJC CoC standard. 

Conflict Armed aggression, widespread violence, and/or widespread human rights abuses. 

Conflict-Affected Area Area where Conflict is prevalent. The area may be a region, a country, an area 
within a country, or an area that crosses one or more country boundaries. 
operations are not necessarily complicit in Conflict if they are located in a 
Conflict-Affected Area. The DRC and Adjoining Countries as defined under 
section 1502 of the United states’ Dodd-Frank wall street Reform and 
Consumer protection Act are deemed a Conflict-Affected Area. 

Conflict-Free A description for Material that is determined by Due Diligence investigation 
not to have provided financial or other benefit to illegal Armed Groups or 
their affiliates operating in a Conflict-Affected Area. 
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Conflict-Sensitive Consideration of the spectrum of issues that may have, or may in the future, 
cause and trigger Conflict. [Reference: International Alert, Conflict-Sensitive 
Business Practice: Guidance for Extractive Industries, March 2005, p3]. in the 
context of the CoC standard, Conflict-sensitive sourcing encompasses strong 
management systems, including policies, risk assessment and mitigation, and 
complaints mechanisms, for Due Diligence directed towards Conflict issues. 
[Reference: OECD Due Diligence Guidance for Responsible Supply Chain of 
Minerals from Conflict-Affected and High-Risk Areas].

Conformance The Member’s policies, systems, procedures and processes perform in a 
manner that is conformant with the standard.

Control Control by an entity consists of:

1. Direct or indirect ownership, or Control (alone or pursuant to an 
agreement with other entities) of 50% or more of the voting equities/
rights (or equivalent) of the controlled business or Facility; and/or

2. Direct or indirect (including pursuant to an agreement with other 
entities) power to remove, nominate or appoint at least half of the 
members of the board of the directors or management (or equivalent  
of the controlled business or Facility; and/or

3. Day-to-day or executive management of the controlled business  
or Facility; or

4. Any legally recognised concept of ‘Control’ analogous to those described 
in (1) to (2) above in a relevant jurisdiction.

5. Although the above defines ‘Control’ in a corporate context, the same 
principles will apply by analogy to other organisational arrangements, 
including franchisees, licensees and Control by an individual or a family, 
where applicable.

Critical Breach A finding or observation, supported by objective evidence, of deliberate 
falsification of information required to support a conformance rating. 

Custody The physical possession of CoC Material by an entity or outsourcing 
Contractor for the purposes of producing, processing, trading, manufacturing, 
packaging, labelling or retailing.

Diamond A natural mineral consisting essentially of pure carbon crystallised with a cubic 
structure in the isometric system. 

Dodd-Frank Act section 1502 of the United states’ Dodd-Frank wall street Reform and 
Consumer protection Act. The Act defines “conflict minerals” as columbite-
tantalite (coltan), cassiterite, Gold, wolframite, or their derivatives (tantalum, 
tin, tungsten and Gold); or any other mineral or its derivates determined by 
the Us secretary of state to be financing conflict in the DRC and Adjoining 
Countries. The Act requires issuers under the Us securities exchange Act to 
disclose whether any “conflict minerals” used in their products originated in 
the DRC and Adjoining Countries.

DRC The Democratic Republic of Congo (DRC).

Due Diligence process through which companies, acting reasonably and prudently under the 
circumstances, conduct inquiry and analysis necessary to make reliable and 
verifiable determinations about the relevant conditions applying to the 
production and transportation of Mined Materials from Mining Facilities. Due 
Diligence includes, where applicable, the application of Know your Customer 
systems and procedures. The Due Diligence required under the RJC CoC 
standard supports implementation of the OECD Due Diligence Guidance for 
Responsible Supply Chains from Conflict-Affected and High-Risk Areas.
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Eligible Material Gold, and/or platinum Group Metals, that is eligible to become CoC Material 
under the RJC Chain-of-Custody standard. eligible Material shall be one of the 
following types:

•	 Eligible Mined: Conflict-Free Material produced by a CoC Certified entity, 
or by AsM on the concession of a CoC Certified entity, or under a 
Recognised Responsible Mining standard. eligible Mined Gold and platinum 
Group Metals may be in the form of unrefined concentrate, impure alloys, 
or refined metal. eligible Mined Gold and platinum Group Metals can also 
be recovered by a CoC Certified entity, including a Refiner, as a Mining 
byproduct from processing residues (such as slimes) arising from 
metallurgical processing of other metals not within the RJC’s scope such as 
copper, lead, zinc or nickel. 

•	 Eligible Recycled: Material recycled by a CoC Certified entity from 
Recyclable Materials sourced from suppliers screened according to the CoC 
standard’s Know your Customer requirements to avoid illegitimate sources. 
Recyclable Gold and platinum Group Metals are those that have been 
previously refined, such as end-user, post-consumer and investment 
products Gold and platinum containing Group Metals, and scrap and waste 
metals and materials arising during refining and product manufacturing, 
which are returned to a Refiner or other downstream intermediate 
processor for recycling. 

•	 Eligible Grandfathered: existing stocks of Material that existed before the 
CoC standard came into effect, with a reliable record demonstrating its 
date of ownership, extraction and/or manufacture. Gold: Refined Gold that 
was refined before 1 January, 2012. Grandfathered Gold may be in the form 
of bars, ingots, coins, or similar, or within a sealed container (e.g. grain, 
powder or sponge), with the refining date either permanently shown with 
the Mark of a Refiner or Government Mint, or verified by the Refiner in 
accordance with a serial number or other permanent physical mark or 
characteristic, or determined though bank depository or inventory records. 
in the case of Refiners on the lbMA “Former Melters and Assayers of Good 
Delivery Gold bars” list that ceased operating before 1 January, 2012, if the 
refining date is not permanently shown, it may be inferred from that 
Refiner’s Mark on the Gold. Platinum Group Metals: Refined platinum 
Group Metals minted before 1 January, 2012. Grandfathered platinum 
Group Metals may be in the form of bars, ingots, coins, plates or similar, or 
within a sealed container (e.g. grain, powder or sponge), bearing the Mark 
of a Refiner or Government Mint, with the refining date permanently shown 
with the Mark or verified by the Refiner, or determined through bank 
depository or inventory records.

Eligible Material Declaration Declaration of eligible Material made by a CoC entity in a CoC Transfer 
Document to initiate a Chain-of-Custody.

Entity A business or similar responsible for implementation of the CoC standard. 

Facility premises or operations with Custody of eligible or CoC Material. 

Gold A rare yellow metallic element with the chemical symbol ‘Au’ and the atomic 
number 79. 

Government Mint A government controlled facility where official currency and precious Metals 
bars, ingots, coins or similar are minted.

Grandfathered Material see eligible Material definition.
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Illegal Armed Group Armed group, including a public or private security force, that illegally controls 
mine sites, transportation routes and/or points where minerals are traded, 
and/or illegally taxes or extorts money or minerals at mine sites, points of 
access to mine sites, along transportation routes, or at points where minerals 
are traded; and/or illegally taxes or extorts intermediaries, export companies 
or international traders; and/or is engaged or complicit in Conflict. illegal 
activity means activity that violates a country’s sovereignty, or its laws and 
regulations, or international law. “Direct or indirect support” for illegal Armed 
Groups does not refer to legally required forms of support, including legal 
taxes, fees, and/or royalties that companies pay to the government of a 
country in which they operate. [References: OECD Due Diligence Guidance for 
Responsible Supply Chains of Minerals from Conflict-Affected and High-Risk 
Areas, 2010; UN Panel of Experts on the Illegal Exploitation of Natural 
Resources and Other Forms of Wealth of the Democratic Republic of the 
Congo, Letter 12 April, 2001]. 

Illegitimate Sources sources of Material that are contrary to applicable law, and/or involved with 
illegal mining, funding of conflict, money-laundering, funding of terrorism,  
or proceeds of crime.

Internal CoC  
Transfer Document

A CoC Transfer Document where the issuer and recipient are within the same 
Certification scope. An internal CoC Transfer Document shall be issued and 
recorded when making an eligible Material Declaration for Material that will 
be mixed with existing CoC Material prior to the mixed Material being 
transferred to another entity.

Jewellery An adornment made of precious Metals (including Gold and/or platinum 
Group Metals) and/or set with gemstones.  Jewellery includes, but is not 
limited to, bracelets, rings, necklaces, earrings and watches.

Jewellery Product semi-finished or finished Jewellery or components.

Know Your Customer (KYC) principles established to combat money laundering and finance of terrorism. 
KyC principles require businesses to establish the identity of all organisations 
with which they deal, have a clear understanding of their business 
relationships and have a reasonable ability to identify and react to transaction 
patterns appearing out of the ordinary or suspicious.

Legitimate not from illegitimate sources.

London Bullion Market 
Association (LBMA) London 
Good Delivery Identification

A unique serial number assigned by an lbMA Gold Refiner to a 400 troy 
ounce Gold bar as part of its Mark. 

Major Non-Conformance The Member’s policies, systems, procedures and processes perform in a 
manner that is not conformant with the standard, due to the total absence of 
implementation of a provision; or a systemic failure or total lack of required 
controls; or a group of related, repetitive and persistent Minor non-
Conformances indicating inadequate implementation.

Management System Management processes and documentation that collectively prove a 
systematic framework for ensuring that tasks are performed correctly, 
consistently and effectively to achieve the desired outcomes, and to drive 
continual improvement in performance.

Mark A trademarked symbol of an entity. The Mark of a Refiner or Mint is often 
stamped into the surface of a Gold or platinum Group Metals bar, ingot, coin 
or similar, or permanently affixed to a sealed container. A Mark is often 
accompanied by a serial number and/or date, which, in combination, can 
verify the year the precious Metal was produced or minted.

Material Gold and/or platinum Group Metals. Materials currently outside the RJC’s 
scope, such as other metals in alloys, plating or coatings, and other precious 
stones, are not covered under the RJC CoC standard.

G
l

o
s

s
A

R
y



R e s p o n s i b l e  J e w e l l e R y  C o U n C i l  1 6

Member Any business that:

i. is actively involved for commercial reasons in the Diamond and/or Gold 
and/or platinum Group Metals Jewellery supply chain; and

ii. is exempt from the role of consultant, advisor or any other similar entity; and

iii. commits to the prevailing RJC principles and Code of practices on business 
ethics, social, human rights and environmental performance and 
management systems; and

iv. commits to a Verification Assessment by an Accredited Auditor against the 
RJC principles and Code of practices in accordance with the requirements 
of the RJC; and

v. undertakes the payment of the annual RJC commercial membership fee; 

is eligible to become a RJC Commercial Member.

The Member may consist of one or more entities and/or Facilities. in RJC 
standards, the term ‘Member’ refers specifically to RJC Commercial Members.

Mined Material Material that is produced by a Mining Facility. Also see eligible Material definitions.

Mining Facility A Facility that extracts Gold or platinum Group Metals, or minerals containing 
saleable quantities of Gold or platinum Group Metals, from the earth. 

Mining Byproduct Mined Gold or platinum Group Metals that are produced from other metal 
mining, e.g., from copper sulphide ore, in which precious Metals may be a 
trace constituent. when Mined precious Metals are a byproduct, the other 
metal is processed and refined first, and the precious Metal is then extracted 
and refined from the final residue of the first metal, such as a copper 
electrolytic cell slime. [Reference: OECD Due Diligence Guidance for 
Responsible Supply Chains of Minerals from Conflict-Affected and High-Risk 
Areas – Supplement on Gold]. 

Minor Non-Conformance The Member’s policies, systems, procedures and processes perform in a 
manner that is not wholly conformant with the standard, due to an isolated 
lapse of either performance, discipline and control which does not lead to a 
Major non-Conformance.

Outsourcing Contractor An individual, company or other business that takes Custody of Material from 
an entity for the purpose of processing or manufacturing the Material for that 
entity. outsourcing Contractors that are not themselves CoC Certified must 
be included in the entity’s CoC Certification scope. 

Platinum Group Metals precious metallic elements that have similar physical and chemical properties 
and tend to occur together in the same mineral deposits.  platinum Group 
Metals covered under this standard are: 

•	 Rhodium: chemical symbol ‘Rh’, atomic number 45; 

•	 Palladium: chemical symbol pd, atomic number 46; 

•	 Platinum: chemical symbol ‘pt’, atomic number 78. 

Precious Metals Collective term for Gold and platinum Group Metals.

Provenance where the Chain-of-Custody for eligible Material or CoC Material specifically 
or collectively started. 

Recognised Responsible 
Mining Standard

A third party standard for responsible mining practices deemed by the RJC, 
through a process of formal review and opportunity for stakeholder comment, 
to be comparable to the RJC Code of practices. information will be maintained 
at www.responsiblejewellery.com/chain-of-custody.html

Recyclable Materials Used Materials that have been collected for recycling. see eligible Materials 
definitions for more information on criteria.

Recycled Material see eligible Material definition.
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Refiner An entity engaged in separating and purifying Gold and/or platinum Group 
Metals to a commercial market quality.

RJC Responsible Jewellery Council.

Service Company A company that takes Custody of, and provides services on eligible and/or 
CoC Material owned by an entity, maintaining segregation on behalf of their 
clients as an essential part of their service, and not physically changing 
Material in their Custody. service Companies include grading labs, assayers, 
appraisers, security and transportation companies. service Companies are not 
included in the Certification scope of an entity.

Standard The RJC Chain-of-Custody Certification standard.

Surveillance Audit A CoC surveillance Audit verifies that Chain-of-Custody Management systems 
continue to conform with the CoC standard.  The CoC surveillance Audit 
must be conducted within 12 - 18 months following granting of CoC 
Certification. The scope of the CoC surveillance Audit must include a check of 
samples of CoC Transfer Documents, any claims being made to consumers, 
and associated records, and also verify progress or completion of any 
corrective actions for non-conformances found during the Certification Audit. 
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