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The Responsible Jewellery Council (RJC) is a not-for-profit
standard-setting and certification organisation founded in 2005.

Our vision is a responsible worldwide
supply chain that promotes trust in the
global fine jewellery and watch industry.

About this guidance

The RJC Code of Practices (COP) defines the responsible ethical, human rights, social and environmental practices that all certified
RJC members must adhere to. This guidance offers general information and suggestions on how to implement the COP; it is not a
substitute for legal advice.

This is a living document and the RJC reserves the right to revise it based on implementation experience and emerging good
practice. The official language of the COP is English, with translated versions available on the website. The English version posted
on the RJC website supersedes all other versions; see www.responsiblejewellery.com.

Disclaimer

No guarantee, warranty or representation is made as to the accuracy or completeness of this guidance or other documents or
information sources referenced in it. Following the guidance is not intended to, nor does it, replace, contravene or otherwise alter
the requirements of any applicable global, national, state or local governmental statutes, laws, regulations, ordinances or other
requirements.

This document gives general guidance only and should not be regarded as a complete and authoritative statement on any of the
topics covered by it. Following the guidance is entirely voluntary for non-members and is neither intended to, nor does it, create,
establish or recognise any legally enforceable obligations or rights against the RJC and/or its members or signatories. Non-
members shall have no legal cause of action against the RJC and/or its members or signatories for failing to comply with the COP.

Enquiries, feedback or complaints

We welcome feedback on this guidance. Contact us through www.responsiblejewellery.com/contact-us. Any complaints relating
to non-conformance with the COP, RJC certification or the RJC’s own policies, processes and procedures can be submitted
through the RJC Complaints Mechanism at www.responsiblejewellery.com/contact-us/rjc-complaints-mechanism or by
telephone: +44 (0)20 7321 0992.
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We appreciate your patience and
understanding during this time.
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INTRODUCTION

A ABOUT THE RJC CODE OF PRACTICES (COP)

The RJC COP defines the requirements for establishing responsible business practices throughout the jewellery supply chain,
from mine to retail.

The COP provides a common standard for ethical, social, human rights and environmental practices, and certification against
it is mandatory for all RJC commercial members. COP certification provides a strong system for assuring stakeholders,
shareholders, customers and business partners that a company conducts its business responsibly. This can add value to a
company’s products and help protect and enhance its brands.

More importantly, COP certification can reduce risks and vulnerabilities in a company’s supply chain and improve management
systems and operating procedures to strengthen the business and make it more sustainable. It simultaneously leads to better
social and environmental conditions within the broader industry, bringing positive impacts for workers, communities and
environments alike.

COP at aglance
The RJC COP:

¢ Provides a common standard for responsible business practices from mine to retail.
¢ Builds on and supports international standards and development goals.

e Applies to gold, silver, PGM, diamond and coloured gemstone supply chains.

e Requires third-party auditing and is mandatory for all RJC members.

e Is designed to improve ethical, social, human rights and environmental conditions.

B ABOUT THIS GUIDANCE

This guidance is designed to help RJC members implement the COP and to support RJC-accredited auditors carry out COP
certification audits. It may also prove useful to non-member businesses in the jewellery supply chain and other stakeholders
who want to learn more about establishing responsible business practices in the sector.

The RJC COP sets out requirements for what a business must do, but itdoes not prescribe how systems and procedures
should be designed. All guidance in this document is not prescriptive; it is simply offered as a starting point for information
and support. The RJC also offers web-based training and digital toolkits to help companies adhere to the COP and get through
certification (see www.responsiblejewellery.com/rjc-certification/code-of-practices-certification13-2).
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C CONTENT

The COP is structured into six broad sections and comprises 42 provisions, which make up the individual chapters of this
guidance (see Table 1). These cover a wide range of sustainable development issues, and apply to any size of business, across all
sectors of the gold, silver, PGM, diamond and coloured gemstone jewellery supply chain. The last 12 chapters focus specifically

6

on the contribution that a responsible mining sector can make to promoting and protecting sustainable communities and

environments.

Table 1. Individual provisions of the COP

EI/

General
requirements

1. Legal compliance

2. Policy and
implementation

3. Reporting

4. Financial
accounts

Responsible
supply chains,
human rights and
due diligence

5. Business
partners

6. Human rights

7.Due diligence
for responsible
sourcing from
conflict-affected
and high-risk areas

8. Sourcing directly
from artisanal and
small-scale mining

9. Sourcing post-
consumer industrial
precious metals
directly from
informal recyclers

10. Community
development

11. Bribery
and facilitation
payments

12. Know Your
Counterparty:
money laundering
and finance of
terrorism

13. Security

14. Provenance
claims

-

Labour rights
and working
conditions

15. General
employment terms

16. Working hours
17.Remuneration

18. Harassment,
discipline, grievance
procedures and
non-retaliation

19. Child labour
20. Forced labour

21. Freedom
of association
and collective
bargaining

22.Non-
discrimination

oY
LR

Health, safety and
environment

23. Health and
safety

24. Environmental
management

25. Hazardous
substances

26. Wastes and
emissions

27.Use of natural
resources

Gold, silver, PGM,
diamond and
coloured gemstone
products

28. Product
disclosure

29. Kimberley
Process
Certification
Scheme and
World Diamond
Council System of
Warranties

30. Grading,
analysis and
appraisal

r
Responsible
mining

31. Extractive
Industries
Transparency
Initiative

32. Stakeholder
engagement

33. Indigenous
peoples and free,
prior and informed
consent

34. Impact
assessment

35. Artisanal and
small-scale mining
and large-scale
mining

36. Resettlement

37.Emergency
response

38. Biodiversity

39. Tailings and
waste rock

40. Cyanide
41. Mercury

42.Mine
rehabilitation and
closure

Each chapter of this guidance offers a short background to the issue at hand; a selection of key regulations, standards
and initiatives; a series of tips and guidance on how to implement the relevant COP provision; and a list of websites and
publications where more information about the issue can be found.

Key terms are defined at the beginning of each chapter; a full list of definitions is given at the end of the COP Standard itself.
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D APPLYING THE COP-SCOPE

As awhole, the COP can be applied by any business, in any country, working at any stage of the gold, silver, PGM, diamond and
coloured gemstone jewellery supply chain (see Figure 1). Note that the scope of coloured gemstones in the 2019 version of the
COP Standard is all sectors of the rubies, sapphires and emeralds jewellery supply chain.!

Exploration and mining

e Exploration or development
e Mining

Jewellery manufacturing

e Manufacturing
e Wholesaling

Diamonds and coloured gemstones Jewellery retailing

AVAVA

A\ /4

e Trading or wholesaling e Retail and sales, including

e Cutting or polishing internet sales

Service industries
Gold, silver and PGM o Gemmological laboratories
o Assayers

e Transport providers

e Private security

¢ Refining or alloying

P n

<>

e Trading or hedging

Depending on your business type, individual provisions may or may not apply to you. For example, while COP 1 on legal
compliance applies to all RJC members, COP 8 on artisanal and small-scale mining (ASM) only applies to those that source gold,
silver, PGM, diamonds or coloured gemstones directly from ASM producers.

The applicability of each provision is clearly stated at the beginning of each chapter in this guidance.

MANAGEMENT SYSTEMS TO SUPPORT THE COP

RJC members are free to choose their own management approach to implementing the COP. The guidance in this document is
necessarily generic, and as such is offered as a broad suggestion that may not always be appropriate to individual businesses.
In many cases, companies will have their own tried and tested methods that have been developed to match their particular
business and operating context; these can and should be used wherever appropriate.

In general terms, the RJC identifies eight common elements of, or mechanisms within, management systems that will help
businesses implement the COP effectively. These are outlined below, followed by Table 2 identifying each COP provision that
requires the mechanism to be established. Companies may consider it more effective to develop combined mechanisms for the
various COP provisions and should do so wherever appropriate, for example developing a single training programme for legal
compliance (COP 1), business partners (COP 5), security (COP 13) and the other COP provisions for which training is required.

1. Management responsibility.

Making a senior manager responsible for specific COP-related issues will help ensure that these are incorporated into the
company’s planning and operations. In many cases, the same person can be made responsible for multiple provisions. For
example, you can make a single senior human resources manager responsible for all the requirements under the section on
labour rights and working conditions.

2. Written policy.

A written policy clarifies a company’s position on key issues and acts as a formal record of it. It can be used to give consistent
information to employees and business partners. You do not have to have a policy on each and every provision in the COP.
Rather, you may consider having a few key policies that group similar issues together, or even having a single general policy
statement covering the COP as a whole.

The option to expand to include all other coloured gemstones will be assessed within two years of the publication of the 2019 version of the COP Standard.
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3. Risk assessment.

Risk assessments are recommended throughout the COP as a tool to identify and characterise adverse impacts—both to a
business and externally. Depending on the provision at hand, you may need to assess social risks (for example, risks to people’s
human rights, health and safety, or security) or environmental risks (such as contamination or biodiversity loss) or both, as the
two are very often interlinked.

4. Set procedures.

Established procedures identify how to put policies into practice. Implemented well, they serve to ensure a robust and
consistent approach to specific issues, and they are required or recommended in almost every COP provision. You may wish
to integrate some (or all) aspects of these into a new or existing whole-of-business management system, or into specific
frameworks for managing key issues, including due diligence, human resources, stakeholder engagement, communications and
environmental management.

5. Records.

Reliable record-keeping enhances accountability and allows businesses to manage data and measure progress over time. It
provides an essential source of information for both internal reviews and external audits. Some COP provisions specifically
require records to be kept, for example on your inventory or business transactions, or on your decisions and actions. In all
cases, you will be asked to provide records from the past 12 months for your first RJC certification audit. Once certified, you
are required to keep records for certification for at least three years (or longer if required by applicable law or as specified in
particular COP provisions).

6. Report.

Publicly reporting economic, environmental and social information strengthens a company’s credibility and reputation for
responsible business among government, investors, business partners, employees, communities and customers alike. The
COP requires companies to report publicly, at least once a year, on COP-relevant business practices and outlines reporting
requirements for several specific topics, including efforts to prevent human rights impacts, water management initiatives,
impact assessment findings, material payments to government and any information relevant to affected communities.

7. Training.

Training is useful for building understanding of policy and practice, developing new skills, clarifying expectations and
strengthening accountabilities. Depending on its purpose, training can be targeted at employees, business partners or

other external stakeholders (such as artisanal and small-scale miners or local communities). In all cases where training is
recommended or required by the COP, make sure you keep records of the training given (including what, when and to whom).

8. Grievance mechanism.

Grievance mechanisms provide a channel for individuals and communities affected by a company’s activities to raise concerns
for investigation and remediation as necessary. A rights-compatible mechanism that allows stakeholders to raise concerns
early, openly, on an informed basis, and with due protection and respect for human rights, is required for several COP
provisions. Some are targeted at employees, some are targeted at external stakeholders. Internal and external stakeholders
require slightly different approaches, so you will likely need two separate mechanisms to comply fully with the COP.
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Table 2. COP provisions where different mechanisms are required or recommended

COP provision Manager |Policy |[Risk Set Records |[Report Training |Grievance
assessment |procedures mechanism

1 Legal compliance

2 Policy

3 Reporting

4  Finance

5 Partners DD

6 Humanrights DD IN/OUT
7 Duediligence DD ouT
8 Sourcing from ASM DD ouT
9 nformal recyclers oD ouT
10 Community devt SM

11 Bribery HR IN/OUT
12 KYC DD

13 Security DD

14 Provenance claims CM IN/OUT
15 Employment

16 Working hours HR IN
17 Remuneration HR

18 e HR N
19 Child labour HR

20 Forced labour

21 Freedom of association HR IN
22 Non-discrimination HR

23 Health and safety HS

24 Environmental mant EM

25 Hazardous substances HS

26 Waste and emissions EM

27 Natural resources EM

28 Productdisclosure CM

29 KPCSand Sow DD

30 Gradingand appraisal CM

31 EITI EITI

32 Stakeholders SM ouT
33 Indigenous peoples SM

34 Impact assessment EM

35 ASMandLSM

36 Resettlement SM ouT
37 Emergencies SM

38 Biodiversity EM

39 Tailings and waste rock

40 Cyanide

41 Mercury EM

42 Zl’]igilgesﬁtéilitation

Key:

Set procedures: DD: Due diligence system; SM: Stakeholder management; HR: Human resources;
CM: Communications management; EM: Environmental management; HS: Health and Safety

Grievance mechanism: IN: For internal stakeholders; OUT: For external stakeholders
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F SMALL BUSINESSES

The COP is designed to be applied by businesses of any size. The jewellery supply chain is made up of big and small businesses
alike. In many countries it is dominated by family-owned retail, design, cutting and polishing, and manufacturing businesses
with 25 or fewer workers; at the mining end of the supply chain, small-scale producers are also common in many parts of the
world.

COP certification is no less stringent for small businesses, but neither should it be disproportionately onerous or challenging.
Auditors will take size into consideration when verifying conformance with the COP. They will look for objective evidence of
effective management systems and good performance, rather than ask for copies of complex procedures and records.

This approach acknowledges that while the management systems of small businesses or production facilities may be less
formal than those of larger companies, they can work just as well to uphold the COP. For example, a small business does not
need to prepare a long, formal publication to conform with COP requirements on public annual reporting; in many cases, a
simple electronic memorandum, which is available on request, or an email will do.

Regardless of business size, documentation should be fit for purpose and consistent. In auditing small businesses, auditors will
often combine a review of relevant documents, policies and records with other tactics to assess how systems work in practice.
Interviews are particularly valuable in this regard because they can reach a much greater proportion of the workforce in small
businesses compared with larger workplaces, and so serve as a more accurate gauge of awareness and understanding among
employees.

In reading the chapters that follow, the RJC encourages you to interpret its guidance in the context of your own business size.
In many cases, the guidance includes specific suggestions for tweaking approaches to better suit small businesses.

RJC Code of Practices Guidance
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(COP 1) LEGAL COMPLIANCE

A DEFINITIONS AND APPLICABILITY

This provision applies to all RJC members.

Applicable law includes all the supra-national, national, state and local laws in place where a business operates.
Compliance is a state of being in accordance with established guidelines, specifications or legislation.

Legal compliance generally refers to behaviours and practices that are done in accordance with applicable law.

Systems are management processes and documented procedures that collectively provide a systematic framework
for ensuring tasks are done correctly, consistently and effectively to achieve the desired outcomes and drive continual
performance improvements.

COP 1 covers general legal compliance requirements. Additional requirements may also apply to individual issues; these are
specified in other COP provisions, as and where applicable.

B ISSUE BACKGROUND

Managing legal risk effectively through compliance helps a business maintain a good reputation and remain sustainable.
Legal and regulatory compliance demands that companies abide by applicable law, which may include:

e legislation, regulations and legally required codes or standards;

e permits, licences and other forms of authorisation;

e |ocal by-laws; and

¢ decisions, directions, rulings or interpretations issued by relevant courts and tribunals.

Companies that do not comply with applicable law can face a range of consequences, including:
¢ financial penalties or fines;

e companies being civilly or criminally liable for employees’ actions;

e directors and managers being civilly or criminally liable for the company’s offences;

e disqualification of directors; and

o follow-on damages actions by affected parties.

In some cases, the state can hold businesses accountable for non-compliances in their operations or supply chain (for example,
pollution or forced labour) without having to prove that the business is non-compliant with the law. It is up to the business to
show it is compliant.

Classifying non-conformances with COP 1

A major non-conformance will apply if you have not identified legislative or regulatory requirements relevant to the COP;
or if you know about a non-compliance with legislative or regulatory requirements and:

e you have made inadequate attempts to rectify it; and/or

e this situation has the potential to pose an imminent risk to workers, the community or the environment.

A minor non-conformance will apply if you know about a non-compliance with legislative or regulatory requirements and:
¢ you are making adequate attempts to rectify it; and
¢ the non-compliance does not pose an imminent risk to workers, the community or the environment.

A minor non-conformance will also apply if you have not identified legislative or regulatory requirements relevant to the COP
and the non-compliance does not pose an imminent significant risk to workers, the community or the environment.

12 RJC Code of Practices Guidance



C KEY REGULATIONS, STANDARDS AND INITIATIVES

The RJC does not give its members specific advice on applicable law because laws vary depending on the type of business at
hand, where it operates and what facilities it has.

Law typically consists of both legislation made by governments and rules set by courts. Legal obligations often extend beyond

specific statutory laws and regulations. Many principles are established based on decisions of previous cases heard by the
courts; these are called common law or case law.

The International Labour Organization (ILO) maintains NATLEX (www.ilo.org/dyn/natlex), a database of national labour, social
security and related human rights legislation across 196 countries and more than 160 territories and subdivisions. NATLEX is a

free resource all companies can use to help them identify their legal requirements.

General Data Protection Regulation (GDPR)

From May 2018, all companies operating in the European Union (EU) must comply with new data protection rules (GDPR),

wherever they are based. GDPR represents the biggest change in data processing legislation in 20 years and failure to
comply canresult in large financial penalties.

GDPR standardises data protection law across the EU and imposes strict new rules on controlling the personal data
of identified or identifiable persons. Personal data includes any information that you store about someone that can
be directly used to identify them. Different pieces of information, which collected together can be used to identify a
particular person, also constitute personal data.

If your business establishment is located in the EU, if your business involves the transfer of personal data into the EU or
markets goods or services to individuals within the EU, then you must comply with requirements set out in GDPR.! Here

are some steps to consider in complying with GDPR:

1. Identify what personal data you collect and process, and confirm why you do it and on which legal basis. Personal data
includes things like name, home address, IP address and location data (for example, on mobile phones).
It does not include company registration number or anonymised data. Personal data can be collected through
staff records, CCTV footage or IT systems.

2. Inform your customers, employees and other individuals when you collect their personal data.
3. Keep personal data for only as long as necessary.

4. Secure any personal data you process.

5. Document, and keep records of, your data processing activities.

6. Make sure your personal data subcontractors respect the rules.

Implementation requirements for GDPR differ depending on the size of your company and the type of data you process.
For more information and guidance, contact your country-specific European Data Protection Board member
(https://edpb.europa.eu/edpb_en) or see:

e European Commission information
https://ec.europa.eu/info/law/law-topic/data-protection/data-protection-eu en

¢ Information Commissioner’s Office self-assessment toolkit (within the UK)
https://ico.org.uk/for-organisations/resources-and-support/data-protection-self-assessment

1

Please note that this list is not exhaustive and you should seek legal advice in order to determine whether the personal data processing that your business undertakes

falls within the scope of GDPR.
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D IMPLEMENTATION GUIDANCE

COP 1.1: Legal compliance

Members shall have systems in place that maintain awareness of, and ensure compliance with, applicable law.

Points to consider:

¢ As an RJC member, you are expected to know the local laws and regulations across all your areas of operations, and to keep
abreast of legal developments in legislation and associated case law.

COP certification does not aim to provide a full legal compliance audit. Rather, it aims to ensure you have the framework you
need to be aware of applicable law and to abide by it over time. In practice, that means you need to show you have systems
and procedures in place to access current information about applicable law and to maintain compliance.

Make sure you have systems, processes, procedures or methods that can adequately monitor legal developments and
identify key areas of legal risk.

Identifying applicable laws or changes in them, interpreting them and determining their impacts on your operations can be
time-consuming. But there are many external sources that can help, including:
« commercial services;

» regulatory agencies;

« government departments;

« trade groups and industry associations;

« theinternet;

» publiclibraries;

« seminars and courses;

« subscriptions to newsletters and magazines;

» consultants and legal professionals; and

» customers, vendors and other companies.

If you are unsure of your legal compliance requirements, seek legal advice from a qualified professional. This includes
seeking advice on things like import and export requirements and intellectual property rights, which are not explicitly
covered in the COP.

o Make a specific person, or group of people, responsible for compiling and maintaining a register for legal compliance that
lists:
« all relevant applicable laws and regulations, required licences and permits, and reporting and disclosure obligations;
« any ongoing developments in these requirements;
« your compliance status, and any future actions needed to remain compliant; and

« any measures needed to correct potential non-compliances.

See ‘Legal compliance registers: example template’ below for an example register.

Communicate legal requirements to all your employees and contractors and give them training to ensure they understand
what they need to do to ensure compliance.
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Q&A: Legal compliance

1. What do | do if legal requirements are different from the COP?

If there is a difference between applicable law and the COP, RJC expects you to conform with whichever is more stringent.

So:

o If applicable law sets more stringent requirements than a COP provision, you are expected to comply with the legislative
and regulatory requirements in question.

o If RJCrequirements as defined in the COP set a more stringent standard than applicable law, you are expected to
conform with the COP, even though this exceeds legal requirements.

Note that if compliance with the COP would result in a violation of applicable law, then applicable law must prevail.

2. What happens when there is a dispute about legal requirements?

RJC understands that sometimes it may not be clear how to interpret the law (for example, if there is no guidance or if a
law is under review in the courts). In these cases, you should submit any government-issued guidance that is available, as
well as any legal opinions (drafted by a judicial officer, legal expert or court), as part of your self-assessment; your auditor
will consider these in assessing COP conformance.

In cases of legal dispute:

¢ A minor non-conformance applies if your auditor believes there is a COP non-conformance but you can show that you
understand the legal requirements and the matters under dispute.

¢ A major non-conformance may apply if your auditor finds that your approach creates an unsafe working environment or
athreat to workers, communities or the environment.

3. What happens if | have applied for a permit or licence but it is still being processed by government authorities?
Pending approvals are common, as businesses and legislation frequently change and it can take time for relevant authorities
to process applications. If the delay in having a valid permit is due to government procedures and you can show that you have
submitted all required materials to request the permit or licence, auditors will classify the situation as conformance.

RJC Code of Practices Guidance
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Check:

B Can you name the person, or group of people, responsible for legal compliance?
B Can you show the auditor how you maintain awareness of legal requirements and changes in the law?
M Can you show the auditor the steps you take to monitor your compliance with applicable law?

M Do you have all required permits and licences? If not, can you show you have correctly applied for any missing permits
and licences and are waiting on approval?

Legal compliance registers: example template
A legal compliance register usually contains the following information:

¢ The name of the act, regulation, standard, code, policy, permit, etc. Most governments and regulatory authorities publish
legislation online, so include a link or description of its location where possible.

e Thejurisdiction where the legal instrument applies, be that local, regional, national or international.

¢ Information about the governing body or authority that enforces or manages this legal instrument. Consider listing a
relevant contact name and details (where known).

o Adescription of the purpose and key requirements specified in the legal instrument. This can be in plain language rather
than legal jargon and should include upcoming changes (actual or proposed).

o Adescription of the impact of the legal requirements on your business, including how these requirements affect specific
activities or processes. It is useful to relate this to specific management system documentation, such as:

» procedures to manage its activities;
« external statutory reporting expectations; and
« timing and framework for paying licence or permit fees.

You can use this information to communicate with employees and train them in their l